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1. INTRODUCTION AND MOTIVATION

It is well-known that MAC protocols for multihop wire-
less networks face the problems of hidden and exposed nodes
due to the limited transmission range of wireless nodes. The
Distributed Coordination Function (DCF) mechanism of the
IEEE 802.11 standard [2] addresses the issue of hidden node
problem by employing a four-way handshake of RTS-CTS-
DATA-ACK frames. In this exchange, the transmitter emits
RTS and DATA frames and the receiver responds with CT'S
and ACK frames. During this whole period, all nodes that
are in the range of either the transmitter or the receiver
has to remain silent so as to not interfere with the recep-
tion of DATA frame at the receiver and CTS/ACK frames
at the transmitter. While this approach alleviates the hid-
den node problem, it does not address the exposed node
problem. During a transmission A— B, it does not permit a
feasible simultaneous transmission C— D by a node C which
is in the range of A, even if B and D are outside the range
of C and A respectively. For example, in Fig. 1, when 2—1
transmission is on-going, no other transmission is allowed
even though three transmissions 2—1, 5—6, and 3—4 can
happen concurrently.

There have been some proposals [1,4] for enabling concur-
rent transmissions and thus increasing the overall through-
put of a wireless network. We briefly mention two such pro-
posals that are quite relevant to our work in the following.
The MACA-P scheme proposed in [1] uses an extended con-
trol phase to synchronize the DATA and ACK phases of all
concurrent transmissions to avoid the problem of DATA of
a transmission and ACK of another transmission interfering
with each other. To achieve this alignment, RTS and CTS
frames carry the times of the scheduled DATA and ACK
phases. Another scheme proposed in [4] tries to squeeze in
a secondary transmission (without RTS and CTS) concur-
rently with the primary transmission (with RTS and CTS).
This scheme requires that the size of DATA of secondary
transmission is smaller than that of primary transmission,
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Figure 1: An example wireless network

and also that the secondary transmission is deferred such
that both primary and secondary transmissions finish ex-
actly at the same time, in order to avoid any interference
between DATA and ACK frames.

The fundamental limitation of IEEE 802.11 DCF, that
prevents concurrent transmissions, is that transmitter and
receiver switch their roles during RT'S-CTS-DATA-ACK ex-
change [1]. The transmitter is the recipient for CTS/ACK
frames whereas the receiver is the recipient for RT'S/DATA
frames. The above approaches for concurrent transmissions
address this limitation by synchronizing the actions of all
transmitter-receiver pairs such that role reversals happen in
lock-step. In this work, we investigate an alternate approach
that explores the possibility of obviating the need for role
reversals, thus enabling concurrent transmissions without
such synchronization among transmitter-receiver pairs.

2. OUR APPROACH

We propose to address the exposed node problem by elim-
inating ACK frames and instead piggybacking the ACK in-
formation on other frames. Our piggybacked ACK is specif-
ically desgined to replace the functionality of the explicit
ACK in 802.11. In addition, we suggest making the re-
ception of CTS optional for transmitting the correspond-
ing DATA frame, based on the states of neighbors. With
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following we provide details on piggybacking of ACKs and
how it facilitates concurrent transmissions.



2.1 Piggybacking Acknowledgments

A key idea of our approach is to replace explicit ACK
frames in 802.11 with piggybacked ACKs in other frames.
Several opportunities for piggybacking ACKs exist in a mul-
tihop wireless network. It is likely that the receiving node
is not the final destination and so forwards the packet soon
after. The sender may have more packets to the same re-
ceiver and elicit a CTS from it. The receiver is likely to
have data for the sender or other neighbors. A TCP-like
sliding window is maintained by the sender since the pack-
ets are not ACKed immediately. A packet is retransmitted
if a duplicate ACK is received or if there is no ACK within a
timeout period. The proposed piggybacked-ACK approach
makes ACK delivery robust by carrying ACKs to multiple
senders in every frame.

The piggybacked-ACK mechanism can be implemented
by including a PACK field in the header of each frame
emitted by a node. The PACK field carries ACKs for sev-
eral neighbors. An ACK for a neighbor is represented by
<nibid,seqno> where nibid identifies the neighbor uniquely
using a certain number of lower order bits of its MAC ad-
dress, and seqno is the sequence number of the most recently
received packet in-order from that neighbor. It is assumed
that a node is aware of all its neighbors and can determine
if a given number of bits are sufficient to uniquely identify a
neighbor. An example encoding of PACK field using 5 bytes
can be as follows. The nibid may be represented using 5,
8, 14 or 32 bits to ensure uniqueness among the neighbors
whereas seqno for each ACK may be coded using 4 bits.
Effectively, the size of each ACK would be 9, 12, 18, or 36
bits which means that PACK may carry ACKs for 4, 3, 2,
or 1 neighbors depending on the number of bits needed to
represent nibid. The number of ACKs can be coded using
2 bits leaving 2 bits for future use.

2.2 Piggybacked-ACK-aided Concurrent Trans-

missions
We now describe how piggybacked-ACKs facilitate con-

current transmissions. Consider a transmission 2—1 in Fig. 1.

Suppose node 3 has a packet to be sent to 4. Under 802.11
DCF, when 3 hears 2—1 RTS, it defers its own transmis-
sion until the corresponding CTS-DATA-ACK exchange is
complete. On the other hand, under PACT, since there is
no explicit ACK frame, 3 can begin its transmission to 4 af-
ter a time equivalent to CTS as the RTS and DATA frames
corresponding to 3—4 do not interfere with DATA of 2—1.
Here it is assumed that node 3 can determine whether DATA
frames of 3—4 and 2—1 interfere with each other. In other
words, PACT requires that a node has 2-hop knowledge,
i.e., it is aware of the neighbors of each of its neighbors,
which is quite feasible, particularly in case of fixed wire-
less networks. In addition, each node has to maintain the
state, i.e., a separate contention window and separate NAV
for each neighbor, which we believe is worth paying for the
increased throughput.

The number of concurrent transmissions under PACT can
be controlled by making CTS optional as follows.

2.2.1 RTS-CTS-DATA

This is a conservative scheme which requires that a node
receive a CTS before it sends a DATA frame. However,
when a node is not in a position to receive CTS, due to an
ongoing transmission in its range, it proceeds with DATA

frame after the CTS timeout.
2.2.2 RTS-[CTS]-DATA

Under this aggressive scheme, a node always proceeds
with DATA frame regardless of the reception of the CTS.
The purpose of CTS here is to reserve the channel around
the receiver and also to piggyback ACKs whenever possible.

The above two variants have their merits and demerits.
They behave similarly in some cases and differ in others.
For example, both permit three concurrent transmissions
2—1, 3—4 and 5—6 or two concurrent transmissions 2—7
and 5—6. On the other hand, with RTS-[CTS]-DATA, 3
concurrent transmissions 1—2, 4—3 and 6—5 are possible
whereas only one such transmission is feasible with RTS-
CTS-DATA.

2.2.3 Discussion

The proposed scheme tries to mitigate the exposed node
problem, but at the same time runs the risk of aggravating
the hidden node problem. In the scenario shown in Fig. 1,
if 6—5 is ongoing and if 2 receives a RTS from 1, no CTS
will be sent by 2. Under the aggressive scheme 1—2 is per-
mitted. If 7 wants to transmit a packet to 3, there will be
a collision at 2 since 7 is not aware of 1—2. However, the
conservative scheme avoids such scenarios to a large extent
( 1—2 won’t be permitted because 2 didn’t send a CTS to
avoid interrupting the reception of 5 and 1 requires a CTS).
Additionally, overhead is incurred for piggybacked cumula-
tive ACKs, per-neighbor sliding windows for acks and per-
neighbor contention windows. The throughput gains of this
scheme are expected to offset the additional overheads and
increased instances of hidden node problems. We need to
verify the usefulness of these tradeoffs by conducting a thor-
ough investigation of these schemes under various scenarios.

3. ON-GOING AND FUTURE WORK

We implemented the piggybacked ACK mechanism by
modifying the NS2 simulator and verified that its perfor-
mance is similar to that of 802.11. The additional overhead
for piggybacking the ACKs in the RTS/CTS/DATA frames
is compensated by the lack of ACK frame. A preliminary
evaluation of scenarios with single hop UDP flows yeilded a
relatively high throughput compared to 802.11 due to the
concurrent transmissions. We are now in the process of
evaluating the effectiveness of conservative and aggressive
versions of PACT. We intend to compare the performance
of 802.11 MAC and PACT in terms of overall throughput
and fairness under varying node densities and traffic char-
acteristics.
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